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Motivation Example + Attack on DCT-IDCT application

= The case (a) shows the
 Approximate Floating-Point Adder original image.

= A 64-bit approximate floating point " Case (b) Is the sabotaged
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Fig.5. Attack Example.
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